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December 7, 2020 

Dear Citizens of Baltimore City, 

The Mission of the Office of the Inspector General (OIG) is to promote accountability, efficiency and 
integrity in City government, as well as to investigate complaints of fraud, financial waste and abuse. This 
case was conducted with the assistance and advisement of the Economic Crime Unit (ECU) at the States 
Attorney’s Office. 

On August 27, 2019, the OIG received a complaint from a Baltimore City vendor (Vendor) alleging they 
did not receive payment for services rendered, even though the Baltimore City Department of Finance 
(DOF) informed the Vendor the invoices were in fact paid. After the Vendor contacted the Bureau of 
Accounts Payable System (BAPS), they learned a Vendor Payment and Electronic Funds Transfer 
Form1 (EFT) was submitted to BAPS department, rerouting the payments from Vendor’s M&T Bank 
account to a Wells Fargo Bank. Additionally, on the EFT form the point of contact was changed. The 
Vendor contacted the OIG after receiving this information from BAPS and explained that they did not 
submit the new EFT form and the information outlined was  false including the banking information.  

The OIG confirmed that on April 30, 2019, the Vendor’s banking remittance information was changed in 
the City Dynamics (Dynamics).2  At the time of the change, the audit function in Dynamics was not active, 
so the OIG could not immediately identify who made the change in the system. However, upon further 
investigation the OIG was able to identify the BAPS employee who processed the EFT form. The BAPS 
employee changed Vendor’s remittance bank from M&T Bank to a Wells Fargo Bank account that was 
not associated or authorized by the Vendor. The OIG found that between May 3, 2019 and July 5, 2019, 
the two EFT deposits, totaling $62,377.50 went to the fraudulent Wells Fargo Bank account. The OIG 
issued a Management Alert to the DOF on September 27, 2019, outlining the issues.  The employee who 
made the changes is no longer employed with Baltimore City. 

With the assistance of the ECU, the OIG determined a suspect (suspect) who is the only individual named 
on the Wells Fargo account where the Vendor payments were deposited. The suspect is not an employee 
of the Vendor and is in no way affiliated with the company.  Additionally, the suspect has never been an 
employee of the City of Baltimore. The suspect failed to report the erroneous deposits to Wells Fargo 
Bank, the City, the Vendor or to any law enforcement authority. It was determined through investigative 
means the suspect made several large withdrawals and multiple transfers in another State from the account, 
after the fraudulent deposits were made.  

1 The form used by City vendors to change payment remittance information including bank accounts and company contacts.   
2 City Dynamics is the accounting system for the City of Baltimore.  
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